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This	Privacy	Policy	describes	Our	policies	and	procedures	on	the	collection,	use	and	disclosure	of	
Your	information	when	You	use	the	Service	and	tells	You	about	Your	privacy	rights	and	how	the	
law	protects	You.	

We	use	Your	Personal	data	to	provide	and	improve	the	Service.	By	using	the	Service,	You	agree	to	
the	collection	and	use	of	information	in	accordance	with	this	Privacy	Policy.	

1. Interpreta2on	and	Defini2ons	
Interpreta(on	
The	words	of	which	the	initial	letter	is	capitalized	have	meanings	deHined	under	the	following	
conditions.	

The	following	deHinitions	shall	have	the	same	meaning	regardless	of	whether	they	appear	in	
singular	or	in	plural.	

Defini(ons	
For	the	purposes	of	this	Privacy	Policy:	

! You	mean	 the	 individual	 accessing	or	using	 the	Service,	 or	 the	 company,	 or	other	 legal	
entity	on	behalf	of	which	such	individual	is	accessing	or	using	the	Service,	as	applicable.	

! Company	(referred	to	as	either	"the	Company",	“Sensorium”,	"We",	"Us"	or	"Our"	in	this	
Agreement)	refers	to	Sensorium	Corporation,	H&J	Corporate	Services	(Cayman)	Limited,	
PO	Box	866,	2nd	Floor	Willow	House,	Cricket	Square,	George	Town,	KY-1-1103.	

! Af,iliate	means	an	entity	that	controls,	is	controlled	by	or	is	under	common	control	with	
a	party,	where	"control"	means	ownership	of	50%	or	more	of	the	shares,	equity	interest	
or	other	securities	entitled	to	vote	for	election	of	directors	or	other	managing	authority.	

! Account	means	a	unique	account	 created	 for	You	 to	 access	our	 Service	or	parts	of	 our	
Service.	

! Website	refers	to	Sensorium	web	page	https://sensoriumxr.com		
! Service	refers	to	the	Website.	
! Country	refers	to:	Cayman	Islands.	
! Service	Provider	means	any	natural	or	legal	person	who	processes	the	data	on	behalf	of	

the	Company.	It	refers	to	third-party	companies	or	individuals	employed	by	the	Company	
to	 facilitate	 the	 Service,	 to	 provide	 the	 Service	 on	 behalf	 of	 the	 Company,	 to	 perform	
services	related	to	the	Service	or	to	assist	 the	Company	 in	analyzing	how	the	Service	 is	
used.	

! Third-party	Social	Media	Service	refers	to	any	website	or	any	social	network	website	
through	which	a	User	can	log	in	or	create	an	account	to	use	the	Service.	

! Personal	Data	is	any	information	that	relates	to	an	identiHied	or	identiHiable	individual.	

https://sensoriumxr.com


For	 the	 purposes	 of	 the	 CCPA,	 Personal	Data	means	 any	 information	 that	 identiHies,	 relates	 to,	
describes	 or	 is	 capable	 of	 being	 associated	 with,	 or	 could	 reasonably	 be	 linked,	 directly	 or	
indirectly,	with	You.	
For	the	purposes	of	the	GDPR,	Personal	Data	means	any	information	relating	to	an	identiHied	or	
identiHiable	 natural	 person	 (“data	 subject”).	 An	 identiHiable	 natural	 person	 is	 one	 who	 can	 be	
identiHied,	 directly	 or	 indirectly,	 in	 particular	 by	 reference	 to	 an	 identiHier	 such	 as	 a	 name,	 an	
identiHication	number,	location	data,	an	online	identiHier	or	to	one	or	more	factors	speciHic	to	the	
physical,	 physiological,	 genetic,	 mental,	 economic,	 cultural	 or	 social	 identity	 of	 that	 natural	
person.	
! Cookies	 are	 small	 Hiles	 that	 are	 placed	 on	 Your	 computer,	 mobile	 device	 or	 any	 other	

device	 by	 a	 website,	 containing	 the	 details	 of	 Your	 browsing	 history	 on	 that	 website	
among	its	many	uses.	

! Usage	 Data	 refers	 to	 data	 collected	 automatically,	 either	 generated	 by	 the	 use	 of	 the	
Service	or	from	the	Service	infrastructure	itself	(for	example,	the	duration	of	a	page	visit).	

! Data	subject	 for	 the	purposes	of	GDPR	implementation	 is	any	 identiHied	or	 identiHiable	
natural	 person,	whose	personal	 data	 is	 processed	by	 the	 controller	 responsible	 for	 the	
processing.	

! Do	Not	Track	(DNT)	is	a	concept	that	has	been	promoted	by	US	regulatory	authorities,	in	
particular	the	U.S.	Federal	Trade	Commission	(FTC),	for	the	Internet	industry	to	develop	
and	 implement	a	mechanism	for	allowing	 internet	users	to	control	 the	tracking	of	 their	
online	activities	across	websites.	

! Business,	 for	 the	purpose	of	 the	CCPA	 (California	Consumer	Privacy	Act),	 refers	 to	 the	
Company	 as	 the	 legal	 entity	 that	 collects	 Consumers'	 personal	 information	 and	
determines	 the	 purposes	 and	 means	 of	 the	 processing	 of	 Consumers'	 personal	
information,	or	on	behalf	of	which	such	information	is	collected	and	that	alone,	or	jointly	
with	 others,	 determines	 the	 purposes	 and	 means	 of	 the	 processing	 of	 consumers'	
personal	information,	that	does	business	in	the	State	of	California.	

! Consumer,	 for	 the	 purpose	 of	 the	 CCPA	 (California	 Consumer	 Privacy	 Act),	 means	 a	
natural	person	who	is	a	California	resident.	A	resident,	as	deHined	in	the	law,	includes	(1)	
every	individual	who	is	in	the	USA	for	other	than	a	temporary	or	transitory	purpose,	and	
(2)	every	individual	who	is	domiciled	in	the	USA	who	is	outside	the	USA	for	a	temporary	
or	transitory	purpose.	

! Sale,	 for	 the	 purpose	 of	 the	 CCPA	 (California	 Consumer	 Privacy	 Act),	 means	 selling,	
renting,	releasing,	disclosing,	disseminating,	making	available,	transferring,	or	otherwise	
communicating	orally,	in	writing,	or	by	electronic	or	other	means,	a	Consumer's	Personal	
information	 to	 another	 business	 or	 a	 third	 party	 for	 monetary	 or	 other	 valuable	
consideration.	

2. Registra2on	on	the	Website.	
The	 data	 subject	 has	 the	 possibility	 to	 register	 on	 the	 Website	 of	 the	 controller	 with	 the	
indication	of	personal	data.	Which	personal	data	are	transmitted	to	the	controller	is	determined	
by	 the	 respective	 input	mask	 used	 for	 the	 registration.	 The	 personal	 data	 entered	 by	 the	 data	



subject	 are	 collected	 and	 stored	 exclusively	 for	 internal	 use	 by	 the	 controller,	 and	 for	 his	 own	
purposes.	The	controller	may	request	transfer	to	one	or	more	processors	(e.g.	a	parcel	service)	
that	also	uses	personal	data	for	an	internal	purpose	which	is	attributable	to	the	controller.	

By	registering	on	the	Website	of	the	controller,	the	IP	address	-	assigned	by	the	Internet	service	
provider	(ISP)	and	used	by	the	data	subject	 -	date,	and	time	of	 the	registration	are	also	stored.	
The	storage	of	this	data	takes	place	against	the	background	that	this	is	the	only	way	to	prevent	
the	 misuse	 of	 our	 services,	 and,	 if	 necessary,	 to	 make	 it	 possible	 to	 investigate	 committed	
offenses.	 Insofar,	 the	 storage	of	 this	data	 is	necessary	 to	 secure	 the	 controller.	This	data	 is	not	
passed	 on	 to	 third	 parties	 unless	 there	 is	 a	 statutory	 obligation	 to	 pass	 on	 the	 data,	 or	 if	 the	
transfer	serves	the	aim	of	criminal	prosecution.	

The	registration	of	the	data	subject,	with	the	voluntary	indication	of	personal	data,	is	intended	to	
enable	 the	controller	 to	offer	 the	data	 subject	 contents	or	 services	 that	may	only	be	offered	 to	
registered	 users	 due	 to	 the	 nature	 of	 the	 matter	 in	 question.	 Registered	 persons	 are	 free	 to	
change	 the	 personal	 data	 speciHied	 during	 the	 registration	 at	 any	 time,	 or	 to	 have	 them	
completely	deleted	from	the	data	stock	of	the	controller.	

The	data	controller	shall,	at	any	time,	provide	information	upon	request	to	each	data	subject	as	to	
what	personal	data	are	stored	about	the	data	subject.	In	addition,	the	data	controller	shall	correct	
or	 erase	personal	data	 at	 the	 request	 or	 indication	of	 the	data	 subject,	 insofar	 as	 there	 are	no	
statutory	storage	obligations.	The	entirety	of	the	controller’s	employees	are	available	to	the	data	
subject	in	this	respect	as	contact	persons	

3. Collec2ng	and	Using	Your	Personal	Data	
Types	of	Data	Collected	

Personal	Data	
While	 using	 Our	 Service,	 We	 may	 ask	 You	 to	 provide	 Us	 with	 certain	 personally	 identiHiable	
information	that	can	be	used	to	contact	or	identify	You.	Personally,	identiHiable	information	may	
include,	but	is	not	limited	to:	

! Email	address	
! First	name	and	last	name	
! Phone	number	
! Address,	state,	province,	ZIP/postal	code,	city,	country	
! Usage	Data	

Usage	Data	
Usage	Data	is	collected	automatically	when	using	the	Service.	

Usage	 Data	 may	 include	 information	 such	 as	 Your	 Device's	 Internet	 Protocol	 address	 (e.g.	 IP	
address),	 browser	 type,	 browser	 version,	 the	 pages	 of	 our	 Service	 that	 You	 visit,	 the	 time	 and	
date	of	Your	visit,	the	time	spent	on	those	pages,	unique	device	identiHiers	and	other	diagnostic	
data.	



When	You	access	the	Service	by	or	through	a	mobile	device,	We	may	collect	certain	information	
automatically,	including,	but	not	limited	to,	the	type	of	mobile	device	You	use,	Your	mobile	device	
unique	ID,	the	IP	address	of	Your	mobile	device,	Your	mobile	operating	system,	the	type	of	mobile	
Internet	browser	You	use,	unique	device	identiHiers	and	other	diagnostic	data.	

We	may	also	collect	information	that	Your	browser	sends	whenever	You	visit	our	Service	or	when	
You	access	the	Service	by	or	through	a	mobile	device.	

Tracking	Technologies	and	Cookies	
We	use	Cookies	and	similar	tracking	technologies	to	track	the	activity	on	Our	Service	and	store	
certain	information.	Tracking	technologies	used	are	beacons,	tags,	and	scripts	to	collect	and	track	
information	and	to	improve	and	analyze	Our	Service.	

You	can	 instruct	Your	browser	 to	refuse	all	Cookies	or	 to	 indicate	when	a	Cookie	 is	being	sent.	
However,	if	You	do	not	accept	Cookies,	You	may	not	be	able	to	use	some	parts	of	our	Service.	

Cookies	 can	 be	 "Persistent"	 or	 "Session"	 Cookies.	 Persistent	 Cookies	 remain	 on	 Your	 personal	
computer	or	mobile	device	when	You	go	ofHline,	while	Session	Cookies	are	deleted	as	soon	as	You	
close	Your	web	browser.	

We	use	both	session	and	persistent	Cookies	for	the	purposes	set	out	below:	

Necessary	/	Essential	Cookies	
Type:	Session	Cookies	
Administered	by:	Us	
Purpose:	These	Cookies	are	essential	to	provide	You	with	services	available	through	the	Website	
and	 to	 enable	 You	 to	 use	 some	 of	 its	 features.	 They	 help	 to	 authenticate	 users	 and	 prevent	
fraudulent	 use	 of	 user	 accounts.	 Without	 these	 Cookies,	 the	 services	 that	 You	 have	 asked	 for	
cannot	be	provided,	and	We	only	use	these	Cookies	to	provide	You	with	those	services.	
Cookies	Policy	/	Notice	Acceptance	Cookies	
Type:	Persistent	Cookies	
Administered	by:	Us	
Purpose:	These	Cookies	identify	if	users	have	accepted	the	use	of	cookies	on	the	Website.	
Functionality	Cookies	
Type:	Persistent	Cookies	
Administered	by:	Us	
Purpose:	These	Cookies	allow	us	to	remember	choices	You	make	when	You	use	the	Website,	such	
as	 remembering	Your	 login	details	 or	 language	preference.	 The	purpose	 of	 these	Cookies	 is	 to	
provide	 You	 with	 a	 more	 personal	 experience	 and	 to	 avoid	 You	 having	 to	 re-enter	 Your	
preferences	every	time	You	use	the	Website.	
Tracking	and	Performance	Cookies	
Type:	Persistent	Cookies	
Administered	by:	Third-Parties	
Purpose:	These	Cookies	are	used	to	track	information	about	trafHic	to	the	Website	and	how	users	
use	the	Website.	The	 information	gathered	via	these	Cookies	may	directly	or	 indirectly	 identify	
You	 as	 an	 individual	 visitor.	 This	 is	 because	 the	 information	 collected	 is	 typically	 linked	 to	 a	
pseudonymous	identiHier	associated	with	the	device	You	use	to	access	the	Website.	We	may	also	



use	these	Cookies	to	test	new	advertisements,	pages,	features	or	new	functionality	of	the	Website	
to	see	how	our	users	react	to	them.	

For	more	information	about	the	cookies	we	use	and	Your	choices	regarding	cookies,	please	visit	
our	Cookies	Policy.	

Use	of	Your	Personal	Data	
The	Company	may	use	Personal	Data	for	the	following	purposes:	

! To	provide	and	maintain	our	Service,	including	to	monitor	the	usage	of	our	Service.	
! To	manage	Your	Account:	to	manage	Your	registration	as	a	user	of	the	Service.	The	Personal	

Data	 You	 provide	 can	 give	 You	 access	 to	 different	 functionalities	 of	 the	 Service	 that	 are	
available	to	You	as	a	registered	user.	

! For	 the	performance	of	a	 contract:	 the	development,	 compliance	 and	undertaking	of	 the	
purchase	 contract	 for	 the	 products,	 items	 or	 services	 You	 have	 purchased	 or	 of	 any	 other	
contract	with	Us	through	the	Service.	

! To	contact	You:	To	contact	You	by	email,	telephone	calls,	SMS,	or	other	equivalent	forms	of	
electronic	 communication,	 such	 as	 a	 mobile	 application's	 push	 notiHications	 regarding	
updates	or	informative	communications	related	to	the	functionalities,	products	or	contracted	
services,	 including	 the	 security	 updates,	 when	 necessary	 or	 reasonable	 for	 their	
implementation.	

! To	 provide	 You	 with	 news,	 special	 offers	 and	 general	 information	 about	 other	 goods,	
services	and	events	which	we	offer	that	are	similar	to	those	that	You	have	already	purchased	
or	enquired	about	unless	You	have	opted	not	to	receive	such	information.	

! To	manage	Your	requests:	To	attend	and	manage	Your	requests	to	Us.	

We	may	share	Your	personal	information	in	the	following	situations:	

! With	Service	Providers:	We	may	share	Your	personal	information	with	Service	Providers	to	
monitor	and	analyze	the	use	of	our	Service,	 to	show	advertisements	to	You	to	help	support	
and	maintain	Our	Service,	to	contact	You,	to	advertise	on	third	party	websites	to	You	after	You	
visited	our	Service	or	for	payment	processing.	

! For	Business	transfers:	We	may	share	or	transfer	Your	personal	information	in	connection	
with,	or	during	negotiations	of,	any	merger,	sale	of	Company	assets,	Hinancing,	or	acquisition	
of	all	or	a	portion	of	our	business	to	another	company.	

! With	Af,iliates:	We	may	 share	 Your	 information	with	Our	 afHiliates,	 in	which	 case	we	will	
require	those	afHiliates	to	honor	this	Privacy	Policy.	AfHiliates	include	Our	parent	company	and	
any	other	subsidiaries,	joint	venture	partners	or	other	companies	that	We	control	or	that	are	
under	common	control	with	Us.	

! With	 Business	 partners:	 We	may	 share	 Your	 information	 with	 Our	 business	 partners	 to	
offer	You	certain	products,	services	or	promotions.	

! With	other	users:	when	You	share	personal	information	or	otherwise	interact	in	the	public	
areas	with	 other	 users,	 such	 information	may	 be	 viewed	 by	 all	 users	 and	may	 be	 publicly	
distributed	outside.	If	You	interact	with	other	users	or	register	through	a	Third-Party	Social	
Media	 Service,	 Your	 contacts	 on	 the	 Third-Party	 Social	Media	 Service	may	 see	 Your	 name,	
proHile,	 pictures	 and	description	of	Your	 activity.	 Similarly,	 other	users	will	 be	 able	 to	 view	
descriptions	of	Your	activity,	communicate	with	You	and	view	Your	proHile.	



Reten(on	of	Your	Personal	Data	
The	Company	will	retain	Your	Personal	Data	only	for	as	long	as	is	necessary	for	the	purposes	set	
out	 in	 this	Privacy	Policy.	We	will	retain	and	use	Your	Personal	Data	 to	 the	extent	necessary	to	
comply	with	our	legal	obligations	(for	example,	if	we	are	required	to	retain	Your	data	to	comply	
with	applicable	laws),	resolve	disputes,	and	enforce	our	legal	agreements	and	policies.	

The	Company	will	also	retain	Usage	Data	for	internal	analysis	purposes.	Usage	Data	is	generally	
retained	for	a	shorter	period	of	time,	except	when	this	data	is	used	to	strengthen	the	security	or	
to	 improve	 the	 functionality	 of	 Our	 Service,	 or	We	 are	 legally	 obligated	 to	 retain	 this	 data	 for	
longer	time	periods.	

Transfer	of	Your	Personal	Data	
Your	information,	including	Personal	Data,	is	processed	at	the	Company's	operating	ofHices	and	in	
any	 other	 places	 where	 the	 parties	 involved	 in	 the	 processing	 are	 located.	 It	 means	 that	 this	
information	may	be	 transferred	 to	—	and	maintained	on	—	computers	 located	outside	of	Your	
state,	province,	country	or	other	governmental	jurisdiction	where	the	data	protection	laws	may	
differ	than	those	from	Your	jurisdiction.	

Your	consent	to	this	Privacy	Policy	followed	by	Your	submission	of	such	information	represents	
Your	agreement	to	that	transfer.	

The	Company	will	take	all	steps	reasonably	necessary	to	ensure	that	Your	data	is	treated	securely	
and	in	accordance	with	this	Privacy	Policy	and	no	transfer	of	Your	Personal	Data	will	take	place	to	
an	organization	or	a	country	unless	there	are	adequate	controls	in	place	including	the	security	of	
Your	data	and	other	personal	information.	

Disclosure	of	Your	Personal	Data	

Business	Transac(ons	
If	 the	 Company	 is	 involved	 in	 a	 merger,	 acquisition	 or	 asset	 sale,	 Your	 Personal	 Data	may	 be	
transferred.	We	will	provide	notice	before	Your	Personal	Data	is	transferred	and	becomes	subject	
to	a	different	Privacy	Policy.	

Law	enforcement	
Under	 certain	 circumstances,	 the	 Company	may	 be	 required	 to	 disclose	 Your	 Personal	 Data	 if	
required	to	do	so	by	law	or	in	response	to	valid	requests	by	public	authorities	(e.g.	a	court	or	a	
government	agency).	

Other	legal	requirements	
The	 Company	 may	 disclose	 Your	 Personal	 Data	 in	 the	 good	 faith	 belief	 that	 such	 action	 is	
necessary	to:	

! Comply	with	a	legal	obligation	
! Protect	and	defend	the	rights	or	property	of	the	Company	
! Prevent	or	investigate	possible	wrongdoing	in	connection	with	the	Service	
! Protect	the	personal	safety	of	Users	of	the	Service	or	the	public	
! Protect	against	legal	liability	



Security	of	Your	Personal	Data	
The	 security	 of	 Your	 Personal	 Data	 is	 important	 to	 Us,	 but	 remember	 that	 no	 method	 of	
transmission	over	the	Internet,	or	method	of	electronic	storage	is	100%	secure.	While	We	strive	
to	 use	 commercially	 acceptable	means	 to	protect	 Your	Personal	Data,	We	 cannot	 guarantee	 its	
absolute	security.	

4. Detailed	Informa2on	on	the	Processing	
of	Your	Personal	Data	

Service	Providers	have	access	 to	Your	Personal	Data	only	 to	perform	 their	 tasks	on	Our	behalf	
and	are	obligated	not	to	disclose	or	use	it	for	any	other	purpose.	

Analy(cs	
We	may	use	third-party	Service	providers	to	monitor	and	analyze	the	use	of	our	Service.	

Usage,	Performance	and	Miscellaneous	
We	may	use	third-party	Service	Providers	to	provide	better	improvement	of	our	Service.	

Google	Places	
Google	 Places	 is	 a	 service	 that	 returns	 information	 about	 places	 using	 HTTP	 requests.	 It	 is	

operated	by	Google.	
Google	 Places	 service	 may	 collect	 information	 from	 You	 and	 from	 Your	 Device	 for	 security	

purposes.	
The	 information	 gathered	 by	 Google	 Places	 is	 held	 in	 accordance	 with	 the	 Privacy	 Policy	 of	

Google:	https://www.google.com/intl/en/policies/privacy/	

5. CCPA	Privacy	
Your	Rights	under	the	CCPA	
Under	 this	Privacy	Policy,	and	by	 law	 if	You	are	a	resident	of	California,	You	have	the	 following	
rights:	

! The	 right	 to	 notice.	 You	must	 be	 properly	 notiHied	which	 categories	 of	 Personal	 Data	 are	
being	collected	and	the	purposes	for	which	the	Personal	Data	is	being	used.	

! The	 right	 to	 access	 /	 the	 right	 to	 request.	 The	 CCPA	permits	 You	 to	 request	 and	 obtain	
from	the	Company	information	regarding	the	disclosure	of	Your	Personal	Data	that	has	been	
collected	 in	 the	past	12	months	by	 the	Company	or	 its	 subsidiaries	 to	a	 third-party	 for	 the	
third	party's	direct	marketing	purposes.	

! The	right	to	say	no	to	the	sale	of	Personal	Data.	You	also	have	the	right	to	ask	the	Company	
not	to	sell	Your	Personal	Data	to	third	parties.	You	can	submit	such	a	request	by	visiting	our	
"Do	Not	Sell	My	Personal	Information"	section	or	web	page.	

https://www.google.com/intl/en/policies/privacy/


The	right	to	know	about	Your	Personal	Data.	You	have	the	right	to	request	and	obtain	from	the	
Company	information	regarding	the	disclosure	of	the	following:	

! The	categories	of	Personal	Data	collected	
! The	sources	from	which	the	Personal	Data	was	collected	
! The	business	or	commercial	purpose	for	collecting	or	selling	the	Personal	Data	
! Categories	of	third	parties	with	whom	We	share	Personal	Data	
! The	speciHic	pieces	of	Personal	Data	we	collected	about	You	

! The	right	to	delete	Personal	Data.	You	also	have	the	right	to	request	the	deletion	of	Your	
Personal	Data	that	have	been	collected	in	the	past	12	months.	

The	right	not	to	be	discriminated	against.	You	have	the	right	not	to	be	discriminated	against	
for	exercising	any	of	Your	Consumer's	rights,	including	by:	

! Denying	goods	or	services	to	You	
! Charging	different	prices	or	rates	for	goods	or	services,	including	the	use	of	discounts	or	

other	beneHits	or	imposing	penalties	
! Providing	a	different	level	or	quality	of	goods	or	services	to	You	
! Suggesting	 that	 You	 will	 receive	 a	 different	 price	 or	 rate	 for	 goods	 or	 services	 or	 a	

different	level	or	quality	of	goods	or	services.	

Exercising	Your	CCPA	Data	Protec(on	Rights	
In	order	to	exercise	any	of	Your	rights	under	the	CCPA,	and	if	You	are	a	California	resident,	You	
can	email	or	call	us	or	visit	our	"Do	Not	Sell	My	Personal	Information"	section	or	web	page.	

The	Company	will	disclose	and	deliver	the	required	information	free	of	charge	within	45	days	of	
receiving	Your	veriHiable	 request.	The	 time	period	 to	provide	 the	 required	 information	may	be	
extended	once	by	an	additional	45	days	when	reasonable	necessary	and	with	prior	notice.	

Do	Not	Sell	My	Personal	Informa(on	
We	 do	 not	 sell	 personal	 information.	 However,	 the	 Service	 Providers	 we	 partner	 with	 (for	
example,	 our	 advertising	 partners)	 may	 use	 technology	 on	 the	 Service	 that	 "sells"	 personal	
information	as	deHined	by	the	CCPA	law.	

If	 You	 wish	 to	 opt	 out	 of	 the	 use	 of	 Your	 personal	 information	 for	 interest-based	 advertising	
purposes	and	these	potential	sales	as	deHined	under	CCPA	 law,	You	may	do	so	by	 following	 the	
instructions	below.	

Please	note	that	any	opt	out	is	speciHic	to	the	browser	You	use.	You	may	need	to	opt	out	on	every	
browser	that	You	use.	

Website	
You	 can	 opt	 out	 of	 receiving	 ads	 that	 are	 personalized	 as	 served	 by	 our	 Service	 Providers	 by	
following	our	instructions	presented	on	the	Service:	

! From	Our	"Cookie	Consent"	notice	banner	
! Or	from	Our	"CCPA	Opt-out"	notice	banner	
! Or	from	Our	"Do	Not	Sell	My	Personal	Information"	notice	banner	



! Or	from	Our	"Do	Not	Sell	My	Personal	Information"	link	

The	opt	out	will	place	a	cookie	on	Your	computer	that	is	unique	to	the	browser	You	use	to	opt	out.	
If	 You	 change	browsers	 or	 delete	 the	 cookies	 saved	by	Your	browser,	 You	will	 need	 to	 opt	 out	
again.	

Mobile	Devices	
Your	mobile	device	may	give	You	the	ability	to	opt	out	of	the	use	of	information	about	the	apps	
You	use	in	order	to	serve	You	ads	that	are	targeted	to	Your	interests:	

! "Opt	out	of	Interest-Based	Ads"	or	"Opt	out	of	Ads	Personalization"	on	Android	devices	
! "Limit	Ad	Tracking"	on	iOS	devices	

You	can	also	stop	the	collection	of	location	information	from	Your	mobile	device	by	changing	the	
preferences	on	Your	mobile	device.	

6. "Do	 Not	 Track"	 Policy	 as	 Required	 by	
California	Online	Privacy	Protec2on	Act	
(CalOPPA)	

Our	Service	does	not	respond	to	Do	Not	Track	signals.	

However,	some	third	party	websites	do	keep	track	of	Your	browsing	activities.	If	You	are	visiting	
such	websites,	You	can	set	Your	preferences	in	Your	web	browser	to	inform	websites	that	You	do	
not	want	to	be	tracked.	You	can	enable	or	disable	DNT	by	visiting	the	preferences	or	settings	page	
of	Your	web	browser.	

7. Rights	 of	 the	 Data	 subject	 (under	
GDPR)	

Under	 this	 Privacy	 Policy,	 and	 by	 law	 if	 You	 are	 a	 resident	 of	Member	 state	 of	 EU	 (European	
Union)	You	have	the	following	rights:	

a)	Right	of	conHirmation	

Each	 data	 subject	 shall	 have	 the	 right	 granted	 by	 the	 European	 legislator	 to	 obtain	 from	 the	
controller	the	conHirmation	as	to	whether	or	not	personal	data	concerning	him	or	her	are	being	
processed.	If	a	data	subject	wishes	to	avail	himself	of	this	right	of	conHirmation,	he	or	she	may,	at	
any	time,	contact	any	employee	of	the	controller.	

b)	Right	of	access	



Each	 data	 subject	 shall	 have	 the	 right	 granted	 by	 the	 European	 legislator	 to	 obtain	 from	 the	
controller	free	information	about	his	or	her	personal	data	stored	at	any	time	and	a	copy	of	this	
information.	Furthermore,	the	European	directives	and	regulations	grant	the	data	subject	access	
to	the	following	information:	

- the	purposes	of	the	processing;	
- the	categories	of	personal	data	concerned;	
- the	 recipients	 or	 categories	 of	 recipients	 to	whom	 the	 personal	 data	 have	 been	 or	will	 be	

disclosed,	in	particular	recipients	in	third	countries	or	international	organizations;	
- where	possible,	 the	 envisaged	period	 for	which	 the	personal	 data	will	 be	 stored,	 or,	 if	 not	

possible,	the	criteria	used	to	determine	that	period;	
- the	existence	of	the	right	to	request	from	the	controller	rectiHication	or	erasure	of	personal	

data,	or	restriction	of	processing	of	personal	data	concerning	the	data	subject,	or	to	object	to	
such	processing;	

- the	existence	of	the	right	to	lodge	a	complaint	with	a	supervisory	authority;	
- where	the	personal	data	are	not	collected	from	the	data	subject,	any	available	information	as	

to	their	source;	
- the	existence	of	automated	decision-making,	including	proHiling,	referred	to	in	Article	22(1)	

and	 (4)	 of	 the	 GDPR	 and,	 at	 least	 in	 those	 cases,	 meaningful	 information	 about	 the	 logic	
involved,	as	well	as	the	signiHicance	and	envisaged	consequences	of	such	processing	for	the	
data	subject.	

Furthermore,	 the	 data	 subject	 shall	 have	 a	 right	 to	 obtain	 information	 as	 to	whether	 personal	
data	are	transferred	to	a	third	country	or	to	an	international	organization.	Where	this	is	the	case,	
the	data	subject	shall	have	the	right	to	be	informed	of	the	appropriate	safeguards	relating	to	the	
transfer.	

If	a	data	subject	wishes	to	avail	himself	of	this	right	of	access,	he	or	she	may,	at	any	time,	contact	
any	employee	of	the	controller.	

c)	Right	to	rectiHication	

Each	 data	 subject	 shall	 have	 the	 right	 granted	 by	 the	 European	 legislator	 to	 obtain	 from	 the	
controller	without	undue	delay	 the	 rectiHication	of	 inaccurate	personal	data	 concerning	him	or	
her.	Taking	into	account	the	purposes	of	the	processing,	the	data	subject	shall	have	the	right	to	
have	 incomplete	 personal	 data	 completed,	 including	 by	 means	 of	 providing	 a	 supplementary	
statement.	

If	a	data	subject	wishes	to	exercise	this	right	to	rectiHication,	he	or	she	may,	at	any	time,	contact	
any	employee	of	the	controller.	

d)	Right	to	erasure	(Right	to	be	forgotten)	

Each	 data	 subject	 shall	 have	 the	 right	 granted	 by	 the	 European	 legislator	 to	 obtain	 from	 the	
controller	 the	 erasure	 of	 personal	 data	 concerning	 him	 or	 her	 without	 undue	 delay,	 and	 the	
controller	shall	have	the	obligation	to	erase	personal	data	without	undue	delay	where	one	of	the	
following	grounds	applies,	as	long	as	the	processing	is	not	necessary:	



The	 personal	 data	 are	 no	 longer	 necessary	 in	 relation	 to	 the	 purposes	 for	 which	 they	 were	
collected	or	otherwise	processed.	

The	data	subject	withdraws	consent	 to	which	 the	processing	 is	based	according	 to	point	 (a)	of	
Article	6(1)	of	 the	GDPR,	or	point	 (a)	of	Article	9(2)	of	 the	GDPR,	and	where	 there	 is	no	other	
legal	ground	for	the	processing.	

The	data	subject	objects	to	the	processing	pursuant	to	Article	21(1)	of	the	GDPR	and	there	are	no	
overriding	 legitimate	 grounds	 for	 the	processing,	 or	 the	data	 subject	 objects	 to	 the	processing	
pursuant	to	Article	21(2)	of	the	GDPR.	

The	personal	data	have	been	unlawfully	processed.	

The	 personal	 data	must	 be	 erased	 for	 compliance	with	 a	 legal	 obligation	 in	Union	 or	Member	
State	law	to	which	the	controller	is	subject.	

The	 personal	 data	 have	 been	 collected	 in	 relation	 to	 the	 offer	 of	 information	 society	 services	
referred	to	in	Article	8(1)	of	the	GDPR.	

If	one	of	the	aforementioned	reasons	applies,	and	a	data	subject	wishes	to	request	the	erasure	of	
personal	data	stored	by	the	Sensorium,	he	or	she	may,	at	any	time,	contact	any	employee	of	the	
controller.	An	employee	of	Sensorium	shall	promptly	ensure	that	the	erasure	request	is	complied	
with	immediately.	

Where	the	controller	has	made	personal	data	public	and	is	obliged	pursuant	to	Article	17(1)	to	
erase	 the	 personal	 data,	 the	 controller,	 taking	 account	 of	 available	 technology	 and	 the	 cost	 of	
implementation,	 shall	 take	 reasonable	 steps,	 including	 technical	 measures,	 to	 inform	 other	
controllers	 processing	 the	 personal	 data	 that	 the	 data	 subject	 has	 requested	 erasure	 by	 such	
controllers	of	any	links	to,	or	copy	or	replication	of,	those	personal	data,	as	far	as	processing	is	
not	 required.	 Employees	 of	 the	 Sensorium	 will	 arrange	 the	 necessary	 measures	 in	 individual	
cases.	

e)	Right	of	restriction	of	processing	

Each	 data	 subject	 shall	 have	 the	 right	 granted	 by	 the	 European	 legislator	 to	 obtain	 from	 the	
controller	restriction	of	processing	where	one	of	the	following	applies:	

The	 accuracy	 of	 the	 personal	 data	 is	 contested	 by	 the	 data	 subject,	 for	 a	 period	 enabling	 the	
controller	to	verify	the	accuracy	of	the	personal	data.	

The	processing	 is	 unlawful	 and	 the	data	 subject	 opposes	 the	 erasure	of	 the	personal	 data	 and	
requests	instead	the	restriction	of	their	use	instead.	

The	controller	no	longer	needs	the	personal	data	for	the	purposes	of	the	processing,	but	they	are	
required	by	the	data	subject	for	the	establishment,	exercise	or	defense	of	legal	claims.	

The	data	subject	has	objected	to	processing	pursuant	to	Article	21(1)	of	 the	GDPR	pending	the	
veriHication	whether	the	legitimate	grounds	of	the	controller	override	those	of	the	data	subject.	



If	 one	 of	 the	 aforementioned	 conditions	 is	 met,	 and	 a	 data	 subject	 wishes	 to	 request	 the	
restriction	of	the	processing	of	personal	data	stored	by	the	Sensorium,	he	or	she	may	at	any	time	
contact	 any	 employee	 of	 the	 controller.	 The	 employee	 of	 the	 Sensorium	 will	 arrange	 the	
restriction	of	the	processing.	

f)	Right	to	data	portability	

Each	data	subject	shall	have	the	right	granted	by	the	European	legislator,	to	receive	the	personal	
data	concerning	him	or	her,	which	was	provided	to	a	controller,	in	a	structured,	commonly	used	
and	machine-readable	 format.	He	or	 she	shall	have	 the	 right	 to	 transmit	 those	data	 to	another	
controller	without	hindrance	from	the	controller	to	which	the	personal	data	have	been	provided,	
as	long	as	the	processing	is	based	on	consent	pursuant	to	point	(a)	of	Article	6(1)	of	the	GDPR	or	
point	(a)	of	Article	9(2)	of	the	GDPR,	or	on	a	contract	pursuant	to	point	(b)	of	Article	6(1)	of	the	
GDPR,	 and	 the	processing	 is	 carried	out	by	 automated	means,	 as	 long	as	 the	processing	 is	not	
necessary	 for	 the	performance	of	 a	 task	 carried	out	 in	 the	public	 interest	or	 in	 the	 exercise	of	
ofHicial	authority	vested	in	the	controller.	

Furthermore,	 in	 exercising	 his	 or	 her	 right	 to	 data	 portability	 pursuant	 to	Article	 20(1)	 of	 the	
GDPR,	the	data	subject	shall	have	the	right	to	have	personal	data	transmitted	directly	from	one	
controller	to	another,	where	technically	feasible	and	when	doing	so	does	not	adversely	affect	the	
rights	and	freedoms	of	others.	

In	 order	 to	 assert	 the	 right	 to	 data	 portability,	 the	 data	 subject	 may	 at	 any	 time	 contact	 any	
employee	of	the	Sensorium.	

g)	Right	to	object	

Each	data	subject	shall	have	the	right	granted	by	the	European	 legislator	 to	object,	on	grounds	
relating	to	his	or	her	particular	situation,	at	any	time,	to	processing	of	personal	data	concerning	
him	or	her,	which	 is	based	on	point	 (e)	or	 (f)	of	Article	6(1)	of	 the	GDPR.	This	 also	applies	 to	
proHiling	based	on	these	provisions.	

The	Sensorium	shall	no	longer	process	the	personal	data	in	the	event	of	the	objection,	unless	we	
can	demonstrate	compelling	legitimate	grounds	for	the	processing	which	override	the	interests,	
rights	 and	 freedoms	 of	 the	 data	 subject,	 or	 for	 the	 establishment,	 exercise	 or	 defense	 of	 legal	
claims.	

If	 the	Sensorium	processes	personal	data	 for	direct	marketing	purposes,	 the	data	 subject	 shall	
have	the	right	to	object	at	any	time	to	processing	of	personal	data	concerning	him	or	her	for	such	
marketing.	This	applies	to	proHiling	to	the	extent	that	it	is	related	to	such	direct	marketing.	If	the	
data	 subject	 objects	 to	 the	 Sensorium	 to	 the	 processing	 for	 direct	 marketing	 purposes,	 the	
Sensorium	will	no	longer	process	the	personal	data	for	these	purposes.	

In	addition,	the	data	subject	has	the	right,	on	grounds	relating	to	his	or	her	particular	situation,	to	
object	 to	processing	of	personal	data	 concerning	him	or	her	by	 the	Sensorium	 for	 scientiHic	or	
historical	 research	purposes,	or	 for	 statistical	purposes	pursuant	 to	Article	89(1)	of	 the	GDPR,	
unless	the	processing	is	necessary	for	the	performance	of	a	task	carried	out	for	reasons	of	public	
interest.	



In	 order	 to	 exercise	 the	 right	 to	 object,	 the	 data	 subject	 may	 contact	 any	 employee	 of	 the	
Sensorium.	 In	addition,	 the	data	subject	 is	 free	 in	 the	context	of	 the	use	of	 information	society	
services,	 and	 notwithstanding	 Directive	 2002/58/EC,	 to	 use	 his	 or	 her	 right	 to	 object	 by	
automated	means	using	technical	speciHications.	

h)	Automated	individual	decision-making,	including	proHiling	

Each	data	subject	shall	have	the	right	granted	by	the	European	 legislator	not	to	be	subject	 to	a	
decision	based	solely	on	automated	processing,	including	proHiling,	which	produces	legal	effects	
concerning	him	or	her,	or	similarly	signiHicantly	affects	him	or	her,	as	long	as	the	decision	(1)	is	
not	is	necessary	for	entering	into,	or	the	performance	of,	a	contract	between	the	data	subject	and	
a	data	controller,	or	(2)	is	not	authorized	by	Union	or	Member	State	law	to	which	the	controller	is	
subject	 and	which	also	 lays	down	suitable	measures	 to	 safeguard	 the	data	 subject's	 rights	and	
freedoms	and	legitimate	interests,	or	(3)	is	not	based	on	the	data	subject's	explicit	consent.	

If	the	decision	(1)	is	necessary	for	entering	into,	or	the	performance	of,	a	contract	between	the	
data	 subject	 and	 a	data	 controller,	 or	 (2)	 it	 is	 based	on	 the	data	 subject's	 explicit	 consent,	 the	
Sensorium	 shall	 implement	 suitable	 measures	 to	 safeguard	 the	 data	 subject's	 rights	 and	
freedoms	and	legitimate	interests,	at	least	the	right	to	obtain	human	intervention	on	the	part	of	
the	controller,	to	express	his	or	her	point	of	view	and	contest	the	decision.	

If	 the	 data	 subject	 wishes	 to	 exercise	 the	 rights	 concerning	 automated	 individual	 decision-
making,	he	or	she	may,	at	any	time,	contact	any	employee	of	the	Sensorium.	

i)	Right	to	withdraw	data	protection	consent	

Each	data	subject	shall	have	the	right	granted	by	the	European	legislator	to	withdraw	his	or	her	
consent	to	processing	of	his	or	her	personal	data	at	any	time.	

If	 the	data	 subject	wishes	 to	exercise	 the	 right	 to	withdraw	 the	 consent,	he	or	 she	may,	 at	 any	
time,	contact	any	employee	of	the	Sensorium.	

8. Data	 protec2on	 provisions	 about	 the	
applica2on	and	use	of	Facebook.	

On	our	Website,	the	controller	has	integrated	components	of	the	enterprise	Facebook.	Facebook	
is	a	social	network.	

A	 social	 network	 is	 a	 place	 for	 social	 meetings	 on	 the	 Internet,	 an	 online	 community,	 which	
usually	 allows	 users	 to	 communicate	with	 each	 other	 and	 interact	 in	 a	 virtual	 space.	 A	 social	
network	may	 serve	 as	 a	 platform	 for	 the	 exchange	 of	 opinions	 and	 experiences,	 or	 enable	 the	
Internet	community	to	provide	personal	or	business-related	information.	Facebook	allows	social	
network	users	 to	 include	 the	 creation	of	 private	proHiles,	 upload	photos,	 and	network	 through	
friend	requests.	



The	 operating	 company	 of	 Facebook	 is	 Facebook,	 Inc.,	 1	 Hacker	Way,	 Menlo	 Park,	 CA	 94025,	
United	 States.	 If	 a	 person	 lives	 outside	 of	 the	 United	 States	 or	 Canada,	 the	 controller	 is	 the	
Facebook	Ireland	Ltd.,	4	Grand	Canal	Square,	Grand	Canal	Harbour,	Dublin	2,	Ireland.	

With	each	call-up	to	one	of	the	individual	pages	of	this	Internet	website,	which	is	operated	by	the	
controller	 and	 into	which	 a	 Facebook	 component	 (Facebook	plug-ins)	was	 integrated,	 the	web	
browser	on	the	information	technology	system	of	the	data	subject	is	automatically	prompted	to	
download	 display	 of	 the	 corresponding	 Facebook	 component	 from	 Facebook	 through	 the	
Facebook	component.	An	overview	of	all	the	Facebook	Plug-ins	may	be	accessed	under	https://
developers.facebook.com/docs/plugins/.	 	 During	 the	 course	 of	 this	 technical	 procedure,	
Facebook	is	made	aware	of	what	speciHic	sub-site	of	our	website	was	visited	by	the	data	subject.	

If	the	data	subject	is	logged	in	at	the	same	time	on	Facebook,	Facebook	detects	with	every	call-up	
to	our	website	by	the	data	subject	-	and	for	the	entire	duration	of	their	stay	on	our	Internet	site	-	
which	speciHic	sub-site	of	our	Internet	page	was	visited	by	the	data	subject.	This	 information	is	
collected	through	the	Facebook	component	and	associated	with	the	respective	Facebook	account	
of	the	data	subject.	If	the	data	subject	clicks	on	one	of	the	Facebook	buttons	integrated	into	our	
website,	e.g.	the	"Like"	button,	or	if	the	data	subject	submits	a	comment,	then	Facebook	matches	
this	 information	 with	 the	 personal	 Facebook	 user	 account	 of	 the	 data	 subject	 and	 stores	 the	
personal	data.	

Facebook	 always	 receives,	 through	 the	 Facebook	 component,	 information	 about	 a	 visit	 to	 our	
website	by	the	data	subject,	whenever	the	data	subject	is	logged	in	at	the	same	time	on	Facebook	
during	the	time	of	the	call-up	to	our	website.	This	occurs	regardless	of	whether	the	data	subject	
clicks	on	 the	Facebook	component	or	not.	 If	 such	a	 transmission	of	 information	 to	Facebook	 is	
not	 desirable	 for	 the	 data	 subject,	 then	 he	 or	 she	 may	 prevent	 this	 by	 logging	 off	 from	 their	
Facebook	account	before	a	call-up	to	our	website	is	made.	

The	 data	 protection	 guideline	 published	 by	 Facebook,	 which	 is	 available	 at	 https://
facebook.com/about/privacy/,	provides	information	about	the	collection,	processing	and	use	of	
personal	data	by	Facebook.	In	addition,	it	is	explained	there	what	setting	options	Facebook	offers	
to	protect	 the	privacy	of	 the	data	subject.	 In	addition,	different	conHiguration	options	are	made	
available	 to	allow	the	elimination	of	data	 transmission	to	Facebook.	These	applications	may	be	
used	by	the	data	subject	to	eliminate	a	data	transmission	to	Facebook.	

9. Data	 protec2on	 provisions	 about	 the	
applica2on	and	use	of	Google	AdSense.	

On	 our	 Website,	 the	 controller	 has	 integrated	 Google	 AdSense.	 Google	 AdSense	 is	 an	 online	
service	which	allows	the	placement	of	advertising	on	third-party	sites.	Google	AdSense	is	based	
on	 an	 algorithm	 that	 selects	 advertisements	 displayed	 on	 third-party	 sites	 to	 match	 with	 the	
content	of	 the	respective	 third-party	site.	Google	AdSense	allows	an	 interest-based	 targeting	of	
the	Internet	user,	which	is	implemented	by	means	of	generating	individual	user	proHiles.	

https://developers.facebook.com/docs/plugins/
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The	 operating	 company	 of	 Google's	 AdSense	 component	 is	 Alphabet	 Inc.,	 1600	 Amphitheatre	
Pkwy,	Mountain	View,	CA	94043-1351,	United	States.	

The	purpose	of	Google's	AdSense	component	is	the	integration	of	advertisements	on	our	website.	
Google	AdSense	places	a	 cookie	on	 the	 information	 technology	system	of	 the	data	subject.	The	
deHinition	of	cookies	is	explained	above.	With	the	setting	of	the	cookie,	Alphabet	Inc.	is	enabled	to	
analyze	the	use	of	our	website.	With	each	call-up	to	one	of	the	individual	pages	of	this	Internet	
site,	 which	 is	 operated	 by	 the	 controller	 and	 into	 which	 a	 Google	 AdSense	 component	 is	
integrated,	 the	 Internet	browser	on	 the	 information	 technology	system	of	 the	data	 subject	will	
automatically	 submit	 data	 through	 the	 Google	 AdSense	 component	 for	 the	 purpose	 of	 online	
advertising	 and	 the	 settlement	 of	 commissions	 to	 Alphabet	 Inc.	 During	 the	 course	 of	 this	
technical	procedure,	the	enterprise	Alphabet	Inc.	gains	knowledge	of	personal	data,	such	as	the	
IP	address	of	the	data	subject,	which	serves	Alphabet	Inc.,	inter	alia,	to	understand	the	origin	of	
visitors	and	clicks	and	subsequently	create	commission	settlements.	

The	data	subject	may,	as	stated	above,	prevent	the	setting	of	cookies	through	our	website	at	any	
time	by	means	of	a	 corresponding	adjustment	of	 the	web	browser	used	and	 thus	permanently	
deny	the	setting	of	cookies.	Such	an	adjustment	to	the	Internet	browser	used	would	also	prevent	
Alphabet	 Inc.	 from	 setting	 a	 cookie	 on	 the	 information	 technology	 system	 of	 the	 data	 subject.	
Additionally,	 cookies	 already	 in	 use	 by	 Alphabet	 Inc.	 may	 be	 deleted	 at	 any	 time	 via	 a	 web	
browser	or	other	software	programs.	

Furthermore,	Google	AdSense	also	uses	so-called	tracking	pixels.	A	tracking	pixel	is	a	miniature	
graphic	 that	 is	 embedded	 in	 web	 pages	 to	 enable	 a	 log	 Hile	 recording	 and	 a	 log	 Hile	 analysis	
through	which	a	statistical	analysis	may	be	performed.	Based	on	the	embedded	tracking	pixels,	
Alphabet	Inc.	is	able	to	determine	if	and	when	a	website	was	opened	by	a	data	subject,	and	which	
links	were	clicked	on	by	the	data	subject.	Tracking	pixels	serve,	inter	alia,	to	analyze	the	Hlow	of	
visitors	on	a	website.	

Through	Google	AdSense,	 personal	 data	 and	 information	 -	which	 also	 includes	 the	 IP	 address,	
and	 is	 necessary	 for	 the	 collection	 and	 accounting	 of	 the	 displayed	 advertisements	 -	 is	
transmitted	to	Alphabet	Inc.	in	the	United	States	of	America.	These	personal	data	will	be	stored	
and	 processed	 in	 the	 United	 States	 of	 America.	 The	 Alphabet	 Inc.	 may	 disclose	 the	 collected	
personal	data	through	this	technical	procedure	to	third	parties.	

Google	AdSense	is	further	explained	under	the	following	link	https://www.google.com/intl/en/
adsense/start/.		

10.Data	 protec2on	 provisions	 about	 the	
applica2on	and	use	of	Google	Analy2cs	
(with	anonymiza2on	func2on).	

On	 this	 website,	 the	 controller	 has	 integrated	 the	 component	 of	 Google	 Analytics	 (with	 the	
anonymizer	function).	Google	Analytics	is	a	web	analytics	service.	Web	analytics	is	the	collection,	

https://www.google.com/intl/en/adsense/start/
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gathering,	and	analysis	of	data	about	the	behavior	of	visitors	to	websites.	A	web	analysis	service	
collects,	inter	alia,	data	about	the	website	from	which	a	person	has	come	(the	so-called	referrer),	
which	sub-pages	were	visited,	or	how	often	and	for	what	duration	a	sub-page	was	viewed.	Web	
analytics	 are	mainly	 used	 for	 the	 optimization	 of	 a	 website	 and	 in	 order	 to	 carry	 out	 a	 cost-
beneHit	analysis	of	Internet	advertising.	

The	 operator	 of	 the	 Google	 Analytics	 component	 is	 Google	 Inc.,	 1600	 Amphitheatre	 Pkwy,	
Mountain	View,	CA	94043-1351,	United	States.	

For	 the	 web	 analytics	 through	 Google	 Analytics	 the	 controller	 uses	 the	 application	 "_gat.	
_anonymizeIp".	By	means	of	this	application	the	IP	address	of	the	Internet	connection	of	the	data	
subject	is	abridged	by	Google	and	anonymized	when	accessing	our	websites	from	a	Member	State	
of	the	European	Union	or	another	Contracting	State	to	the	Agreement	on	the	European	Economic	
Area.	

The	purpose	of	the	Google	Analytics	component	is	to	analyze	the	trafHic	on	our	website.	Google	
uses	 the	 collected	 data	 and	 information,	 inter	 alia,	 to	 evaluate	 the	 use	 of	 our	 website	 and	 to	
provide	online	reports,	which	show	the	activities	on	our	websites,	and	to	provide	other	services	
concerning	the	use	of	our	Internet	site	for	us.	

Google	Analytics	places	a	cookie	on	the	 information	technology	system	of	the	data	subject.	The	
deHinition	 of	 cookies	 is	 explained	 above.	 With	 the	 setting	 of	 the	 cookie,	 Google	 is	 enabled	 to	
analyze	the	use	of	our	website.	With	each	call-up	to	one	of	the	individual	pages	of	this	Internet	
site,	 which	 is	 operated	 by	 the	 controller	 and	 into	 which	 a	 Google	 Analytics	 component	 was	
integrated,	 the	 Internet	browser	on	 the	 information	 technology	system	of	 the	data	 subject	will	
automatically	 submit	 data	 through	 the	 Google	 Analytics	 component	 for	 the	 purpose	 of	 online	
advertising	 and	 the	 settlement	 of	 commissions	 to	 Google.	 During	 the	 course	 of	 this	 technical	
procedure,	 the	 enterprise	 Google	 gains	 knowledge	 of	 personal	 information,	 such	 as	 the	 IP	
address	of	 the	data	subject,	which	serves	Google,	 inter	alia,	 to	understand	the	origin	of	visitors	
and	clicks,	and	subsequently	create	commission	settlements.	

The	cookie	is	used	to	store	personal	information,	such	as	the	access	time,	the	location	from	which	
the	access	was	made,	and	the	 frequency	of	visits	of	our	website	by	the	data	subject.	With	each	
visit	to	our	Internet	site,	such	personal	data,	including	the	IP	address	of	the	Internet	access	used	
by	the	data	subject,	will	be	transmitted	to	Google	in	the	United	States	of	America.	These	personal	
data	are	stored	by	Google	in	the	United	States	of	America.	Google	may	pass	these	personal	data	
collected	through	the	technical	procedure	to	third	parties.	

The	data	subject	may,	as	stated	above,	prevent	the	setting	of	cookies	through	our	website	at	any	
time	by	means	of	a	 corresponding	adjustment	of	 the	web	browser	used	and	 thus	permanently	
deny	the	setting	of	cookies.	Such	an	adjustment	to	the	Internet	browser	used	would	also	prevent	
Google	Analytics	from	setting	a	cookie	on	the	information	technology	system	of	the	data	subject.	
In	 addition,	 cookies	 already	 in	 use	 by	 Google	 Analytics	may	 be	 deleted	 at	 any	 time	 via	 a	web	
browser	or	other	software	programs.	

In	 addition,	 the	 data	 subject	 has	 the	 possibility	 of	 objecting	 to	 a	 collection	 of	 data	 that	 are	
generated	 by	 Google	 Analytics,	 which	 is	 related	 to	 the	 use	 of	 this	 website,	 as	 well	 as	 the	
processing	of	this	data	by	Google	and	the	chance	to	preclude	any	such.	For	this	purpose,	the	data	
subject	 must	 download	 a	 browser	 add-on	 under	 the	 link	 https://tools.google.com/dlpage/



gaoptout	and	install	it.	This	browser	add-on	tells	Google	Analytics	through	a	JavaScript,	that	any	
data	 and	 information	 about	 the	 visits	 of	 Internet	 pages	 may	 not	 be	 transmitted	 to	 Google	
Analytics.	 The	 installation	 of	 the	 browser	 add-ons	 is	 considered	 an	 objection	 by	Google.	 If	 the	
information	technology	system	of	the	data	subject	is	later	deleted,	formatted,	or	newly	installed,	
then	 the	 data	 subject	 must	 reinstall	 the	 browser	 add-ons	 to	 disable	 Google	 Analytics.	 If	 the	
browser	add-on	was	uninstalled	by	the	data	subject	or	any	other	person	who	is	attributable	to	
their	 sphere	 of	 competence,	 or	 is	 disabled,	 it	 is	 possible	 to	 execute	 the	 reinstallation	 or	
reactivation	of	the	browser	add-ons.	

Further	 information	 and	 the	 applicable	 data	 protection	 provisions	 of	 Google	may	 be	 retrieved	
under	https://www.google.com/intl/en/policies/privacy/.		Google	Analytics	is	further	explained	
under	the	following	Link	https://www.google.com/analytics/.		

11.Data	 protec2on	 provisions	 about	 the	
appl ica2on	 and	 use	 of	 Google	
Remarke2ng.	

On	this	website,	the	controller	has	integrated	Google	Remarketing	services.	Google	Remarketing	
is	 a	 feature	 of	 Google	 AdWords,	 which	 allows	 an	 enterprise	 to	 display	 advertising	 to	 Internet	
users	who	 have	 previously	 resided	 on	 the	 enterprise's	 Internet	 site.	 The	 integration	 of	 Google	
Remarketing	 therefore	 allows	 an	 enterprise	 to	 create	 user-based	 advertising	 and	 thus	 shows	
relevant	advertisements	to	interested	Internet	users.	

The	 operating	 company	 of	 the	 Google	 Remarketing	 services	 is	 the	 Google	 Inc.,	 1600	
Amphitheatre	Pkwy,	Mountain	View,	CA	94043-1351,	United	States.	

The	 purpose	 of	 Google	 Remarketing	 is	 the	 insertion	 of	 interest-relevant	 advertising.	 Google	
Remarketing	 allows	 us	 to	 display	 ads	 on	 the	 Google	 network	 or	 on	 other	websites,	which	 are	
based	on	individual	needs	and	matched	to	the	interests	of	Internet	users.	

Google	Remarketing	sets	a	cookie	on	the	information	technology	system	of	the	data	subject.	The	
deHinition	 of	 cookies	 is	 explained	 above.	 With	 the	 setting	 of	 the	 cookie,	 Google	 enables	 a	
recognition	of	 the	visitor	of	our	website	 if	he	calls	up	consecutive	web	pages,	which	are	also	a	
member	of	 the	Google	 advertising	network.	With	each	 call-up	 to	 an	 Internet	 site	on	which	 the	
service	 has	 been	 integrated	 by	 Google	 Remarketing,	 the	 web	 browser	 of	 the	 data	 subject	
identiHies	 automatically	 with	 Google.	 During	 the	 course	 of	 this	 technical	 procedure,	 Google	
receives	personal	information,	such	as	the	IP	address	or	the	surHing	behavior	of	the	user,	which	
Google	uses,	inter	alia,	for	the	insertion	of	interest	relevant	advertising.	

The	 cookie	 is	 used	 to	 store	 personal	 information,	 e.g.	 the	 Internet	 pages	 visited	 by	 the	 data	
subject.	 Each	 time	we	 visit	 our	 Internet	 pages,	 personal	 data,	 including	 the	 IP	 address	 of	 the	
Internet	access	used	by	the	data	subject,	is	transmitted	to	Google	in	the	United	States	of	America.	
These	personal	data	are	stored	by	Google	in	the	United	States	of	America.	Google	may	pass	these	
personal	data	collected	through	the	technical	procedure	to	third	parties.	

https://www.google.com/analytics/


The	data	subject	may,	as	stated	above,	prevent	the	setting	of	cookies	through	our	website	at	any	
time	by	means	of	a	 corresponding	adjustment	of	 the	web	browser	used	and	 thus	permanently	
deny	the	setting	of	cookies.	Such	an	adjustment	to	the	Internet	browser	used	would	also	prevent	
Google	 from	 setting	 a	 cookie	 on	 the	 information	 technology	 system	 of	 the	 data	 subject.	 In	
addition,	cookies	already	in	use	by	Google	may	be	deleted	at	any	time	via	a	web	browser	or	other	
software	programs.	

In	addition,	the	data	subject	has	the	possibility	of	objecting	to	the	interest-based	advertising	by	
Google.	For	 this	purpose,	 the	data	subject	must	call	up	 the	 link	 to	www.google.de/settings/ads	
and	make	the	desired	settings	on	each	Internet	browser	used	by	the	data	subject.	

Further	information	and	the	actual	data	protection	provisions	of	Google	may	be	retrieved	under	
https://www.google.com/intl/en/policies/privacy/.		

12.Data	 protec2on	 provisions	 about	 the	
applica2on	and	use	of	Google+.	

On	this	website,	 the	controller	has	 integrated	the	Google+	button	as	a	component.	Google+	 is	a	
so-called	 social	 network.	 A	 social	 network	 is	 a	 social	meeting	 place	 on	 the	 Internet,	 an	 online	
community,	which	usually	allows	users	to	communicate	with	each	other	and	interact	in	a	virtual	
space.	A	social	network	may	serve	as	a	platform	for	the	exchange	of	opinions	and	experiences,	or	
enable	 the	 Internet	 community	 to	 provide	 personal	 or	 business-related	 information.	 Google+	
allows	users	of	the	social	network	to	include	the	creation	of	private	proHiles,	upload	photos	and	
network	through	friend	requests.	

The	operating	company	of	Google+	is	Google	Inc.,	1600	Amphitheatre	Pkwy,	Mountain	View,	CA	
94043-1351,	the	UNITED	STATES.	

With	 each	 call-up	 to	 one	 of	 the	 individual	 pages	 of	 this	 website,	 which	 is	 operated	 by	 the	
controller	 and	 on	 which	 a	 Google+	 button	 has	 been	 integrated,	 the	 Internet	 browser	 on	 the	
information	 technology	 system	 of	 the	 data	 subject	 automatically	 downloads	 a	 display	 of	 the	
corresponding	 Google+	 button	 of	 Google	 through	 the	 respective	 Google+	 button	 component.	
During	the	course	of	this	technical	procedure,	Google	is	made	aware	of	what	speciHic	sub-page	of	
our	website	was	visited	by	the	data	subject.	More	detailed	information	about	Google+	is	available	
under	https://developers.google.com/.		

If	the	data	subject	is	logged	in	at	the	same	time	to	Google+,	Google	recognizes	with	each	call-up	to	
our	website	by	the	data	subject	and	for	the	entire	duration	of	his	or	her	stay	on	our	Internet	site,	
which	speciHic	sub-pages	of	our	Internet	page	were	visited	by	the	data	subject.	This	information	
is	 collected	 through	 the	 Google+	 button	 and	 Google	matches	 this	with	 the	 respective	 Google+	
account	associated	with	the	data	subject.	

If	 the	 data	 subject	 clicks	 on	 the	 Google+	 button	 integrated	 on	 our	 website	 and	 thus	 gives	 a	
Google+	1	recommendation,	 then	Google	assigns	 this	 information	to	 the	personal	Google+	user	

https://www.google.com/intl/en/policies/privacy/
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account	 of	 the	 data	 subject	 and	 stores	 the	 personal	 data.	 Google	 stores	 the	 Google+	 1	
recommendation	of	 the	data	subject,	making	 it	publicly	available	 in	accordance	with	 the	 terms	
and	 conditions	 accepted	 by	 the	 data	 subject	 in	 this	 regard.	 Subsequently,	 a	 Google+	 1	
recommendation	 given	 by	 the	 data	 subject	 on	 this	website	 together	with	 other	 personal	 data,	
such	as	the	Google+	account	name	used	by	the	data	subject	and	the	stored	photo,	is	stored	and	
processed	on	other	Google	services,	 such	as	search-engine	results	of	 the	Google	search	engine,	
the	Google	account	of	the	data	subject	or	in	other	places,	e.g.	on	Internet	pages,	or	in	relation	to	
advertisements.	 Google	 is	 also	 able	 to	 link	 the	 visit	 to	 this	 website	 with	 other	 personal	 data	
stored	 on	 Google.	 Google	 further	 records	 this	 personal	 information	 with	 the	 purpose	 of	
improving	or	optimizing	the	various	Google	services.	

Through	 the	 Google+	 button,	 Google	 receives	 information	 that	 the	 data	 subject	 visited	 our	
website,	if	the	data	subject	at	the	time	of	the	call-up	to	our	website	is	logged	in	to	Google+.	This	
occurs	regardless	of	whether	the	data	subject	clicks	or	does	not	click	on	the	Google+	button.	

If	the	data	subject	does	not	wish	to	transmit	personal	data	to	Google,	he	or	she	may	prevent	such	
transmission	by	logging	out	of	his	Google+	account	before	calling	up	our	website.	

Further	 information	 and	 the	 data	 protection	 provisions	 of	 Google	 may	 be	 retrieved	 under	
https://www.google.com/intl/en/policies/privacy/.	 More	 references	 from	 Google	 about	 the	
Google+	1	button	may	be	obtained	under	https://developers.google.com/			

13.Data	 protec2on	 provisions	 about	 the	
applica2on	 and	 use	 of	 Google-
AdWords.	

On	this	website,	the	controller	has	integrated	Google	AdWords.	Google	AdWords	is	a	service	for	
Internet	advertising	that	allows	the	advertiser	to	place	ads	 in	Google	search	engine	results	and	
the	 Google	 advertising	 network.	 Google	 AdWords	 allows	 an	 advertiser	 to	 pre-deHine	 speciHic	
keywords	with	the	help	of	which	an	ad	on	Google's	search	results	only	then	displayed,	when	the	
user	 utilizes	 the	 search	 engine	 to	 retrieve	 a	 keyword-relevant	 search	 result.	 In	 the	 Google	
Advertising	 Network,	 the	 ads	 are	 distributed	 on	 relevant	 web	 pages	 using	 an	 automatic	
algorithm,	taking	into	account	the	previously	deHined	keywords.	

The	operating	company	of	Google	AdWords	 is	Google	 Inc.,	1600	Amphitheatre	Pkwy,	Mountain	
View,	CA	94043-1351,	the	UNITED	STATES.	

The	 purpose	 of	 Google	 AdWords	 is	 the	 promotion	 of	 our	website	 by	 the	 inclusion	 of	 relevant	
advertising	on	the	websites	of	third	parties	and	in	the	search	engine	results	of	the	search	engine	
Google	and	an	insertion	of	third-party	advertising	on	our	website.	

If	 a	 data	 subject	 reaches	 our	 website	 via	 a	 Google	 ad,	 a	 conversion	 cookie	 is	 Hiled	 on	 the	
information	 technology	 system	of	 the	data	 subject	 through	Google.	The	deHinition	of	 cookies	 is	
explained	above.	A	conversion	cookie	 loses	 its	validity	after	30	days	and	is	not	used	to	 identify	

https://developers.google.com/+/web/buttons-policy


the	data	subject.	 If	 the	cookie	has	not	expired,	 the	conversion	cookie	 is	used	 to	check	whether	
certain	 sub-pages,	 e.g.,	 the	 shopping	 cart	 from	 an	 online	 shop	 system,	 were	 called	 up	 on	 our	
website.	Through	the	conversion	cookie,	both	Google	and	the	controller	can	understand	whether	
a	 person	 who	 reached	 an	 AdWords	 ad	 on	 our	 website	 generated	 sales,	 that	 is,	 executed	 or	
canceled	a	sale	of	goods.	

The	data	and	information	collected	through	the	use	of	the	conversion	cookie	is	used	by	Google	to	
create	 visit	 statistics	 for	 our	website.	 These	 visit	 statistics	 are	 used	 in	 order	 to	 determine	 the	
total	number	of	users	who	have	been	served	 through	AdWords	ads	 to	ascertain	 the	success	or	
failure	of	each	AdWords	ad	and	to	optimize	our	AdWords	ads	in	the	future.	Neither	our	company	
nor	other	Google	AdWords	advertisers	 receive	 information	 from	Google	 that	 could	 identify	 the	
data	subject.	

The	 conversion	 cookie	 stores	 personal	 information,	 e.g.	 the	 Internet	 pages	 visited	 by	 the	 data	
subject.	 Each	 time	we	 visit	 our	 Internet	 pages,	 personal	 data,	 including	 the	 IP	 address	 of	 the	
Internet	access	used	by	the	data	subject,	is	transmitted	to	Google	in	the	United	States	of	America.	
These	personal	data	are	stored	by	Google	in	the	United	States	of	America.	Google	may	pass	these	
personal	data	collected	through	the	technical	procedure	to	third	parties.	

The	data	subject	may,	at	any	time,	prevent	the	setting	of	cookies	by	our	website,	as	stated	above,	
by	means	of	a	corresponding	setting	of	the	Internet	browser	used	and	thus	permanently	deny	the	
setting	of	cookies.	Such	a	setting	of	 the	 Internet	browser	used	would	also	prevent	Google	 from	
placing	a	conversion	cookie	on	the	information	technology	system	of	the	data	subject.	In	addition,	
a	 cookie	 set	by	Google	AdWords	may	be	deleted	at	any	 time	via	 the	 Internet	browser	or	other	
software	programs.	

The	 data	 subject	 has	 a	 possibility	 of	 objecting	 to	 the	 interest	 based	 advertisement	 of	 Google.	
Therefore,	 the	 data	 subject	 must	 access	 from	 each	 of	 the	 browsers	 in	 use	 the	 link	
www.google.de/settings/ads	and	set	the	desired	settings.	

Further	 information	 and	 the	 applicable	 data	 protection	 provisions	 of	 Google	may	 be	 retrieved	
under	https://www.google.com/intl/en/policies/privacy/.		

14.Data	 protec2on	 provisions	 about	 the	
applica2on	and	use	of	Twi\er.	

On	 this	website,	 the	 controller	has	 integrated	 components	of	Twitter.	Twitter	 is	 a	multilingual,	
publicly-accessible	 microblogging	 service	 on	 which	 users	 may	 publish	 and	 spread	 so-called	
‘tweets,’	 e.g.	 short	 messages,	 which	 are	 limited	 to	 280	 characters.	 These	 short	 messages	 are	
available	 for	 everyone,	 including	 those	who	 are	 not	 logged	 on	 to	 Twitter.	 The	 tweets	 are	 also	
displayed	 to	 so-called	 followers	 of	 the	 respective	 user.	 Followers	 are	 other	 Twitter	 users	who	
follow	a	user's	tweets.	Furthermore,	Twitter	allows	You	to	address	a	wide	audience	via	hashtags,	
links	or	retweets.	

The	operating	company	of	Twitter	is	Twitter,	Inc.,	1355	Market	Street,	Suite	900,	San	Francisco,	
CA	94103,	UNITED	STATES.	

https://www.google.com/intl/en/policies/privacy/


With	each	 call-up	 to	one	of	 the	 individual	pages	of	 this	 Internet	 site,	which	 is	 operated	by	 the	
controller	 and	 on	 which	 a	 Twitter	 component	 (Twitter	 button)	 was	 integrated,	 the	 Internet	
browser	on	the	information	technology	system	of	the	data	subject	is	automatically	prompted	to	
download	 a	 display	 of	 the	 corresponding	 Twitter	 component	 of	 Twitter.	 Further	 information	
about	 the	 Twitter	 buttons	 is	 available	 under	 https://about.twitter.com/de/resources/buttons.	
During	the	course	of	this	technical	procedure,	Twitter	gains	knowledge	of	what	speciHic	sub-page	
of	 our	website	 was	 visited	 by	 the	 data	 subject.	 The	 purpose	 of	 the	 integration	 of	 the	 Twitter	
component	is	a	retransmission	of	the	contents	of	this	website	to	allow	our	users	to	introduce	this	
web	page	to	the	digital	world	and	increase	our	visitor	numbers.	

If	the	data	subject	is	logged	in	at	the	same	time	on	Twitter,	Twitter	detects	with	every	call-up	to	
our	website	by	the	data	subject	and	for	the	entire	duration	of	their	stay	on	our	Internet	site	which	
speciHic	 sub-page	 of	 our	 Internet	 page	 was	 visited	 by	 the	 data	 subject.	 This	 information	 is	
collected	through	the	Twitter	component	and	associated	with	the	respective	Twitter	account	of	
the	 data	 subject.	 If	 the	 data	 subject	 clicks	 on	 one	 of	 the	 Twitter	 buttons	 integrated	 on	 our	
website,	 then	Twitter	assigns	 this	 information	to	 the	personal	Twitter	user	account	of	 the	data	
subject	and	stores	the	personal	data.	

Twitter	 receives	 information	 via	 the	 Twitter	 component	 that	 the	 data	 subject	 has	 visited	 our	
website,	provided	that	 the	data	subject	 is	 logged	 in	on	Twitter	at	 the	time	of	 the	call-up	to	our	
website.	This	occurs	regardless	of	whether	the	person	clicks	on	the	Twitter	component	or	not.	If	
such	a	transmission	of	information	to	Twitter	is	not	desirable	for	the	data	subject,	then	he	or	she	
may	 prevent	 this	 by	 logging	 off	 from	 their	 Twitter	 account	 before	 a	 call-up	 to	 our	 website	 is	
made.	

The	applicable	data	protection	provisions	of	Twitter	may	be	accessed	under	https://twitter.com/
privacy?lang=en.		

15.Children's	Privacy	
Our	Service	does	not	address	anyone	under	the	age	of	13.	We	do	not	knowingly	collect	personally	
identiHiable	information	from	anyone	under	the	age	of	13.	If	You	are	a	parent	or	guardian	and	You	
are	aware	that	Your	child	has	provided	Us	with	Personal	Data,	please	contact	Us.	 If	We	become	
aware	that	We	have	collected	Personal	Data	from	anyone	under	the	age	of	13	without	veriHication	
of	parental	consent,	We	take	steps	to	remove	that	information	from	Our	servers.	

We	also	may	limit	how	We	collect,	use,	and	store	some	of	the	information	of	Users	between	13	
and	18	years	old.	In	some	cases,	this	means	We	will	be	unable	to	provide	certain	functionality	of	
the	Service	to	these	users.	

If	We	need	to	rely	on	consent	as	a	legal	basis	for	processing	Your	information	and	Your	country	
requires	consent	from	a	parent,	We	may	require	Your	parent's	consent	before	We	collect	and	use	
that	information.	

https://twitter.com/privacy?lang=en
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16.Links	to	Other	Websites	
Our	Service	may	contain	links	to	other	websites	that	are	not	operated	by	Us.	If	You	click	on	a	third	
party	 link,	You	will	 be	directed	 to	 that	 third	party's	 site.	We	 strongly	 advise	You	 to	 review	 the	
Privacy	Policy	of	every	site	You	visit.	

We	 have	 no	 control	 over	 and	 assume	 no	 responsibility	 for	 the	 content,	 privacy	 policies	 or	
practices	of	any	third	party	sites	or	services.	

17.Changes	to	this	Privacy	Policy	
We	may	update	our	Privacy	Policy	from	time	to	time.	We	will	notify	You	of	any	changes	by	posting	
the	new	Privacy	Policy	on	this	page.	

We	will	 let	You	know	via	email	and/or	a	prominent	notice	on	Our	Service,	prior	 to	 the	change	
becoming	effective	and	update	the	"Last	updated"	date	at	the	top	of	this	Privacy	Policy.	

You	are	advised	to	review	this	Privacy	Policy	periodically	for	any	changes.	Changes	to	this	Privacy	
Policy	are	effective	when	they	are	posted	on	this	page.	

18.Contact	Us	
If	You	have	any	questions	about	this	Privacy	Policy,	You	can	contact	us:	

! By	email:	legal@sensoriumxr.com		
! By	visiting	this	page	on	our	website:	https://sensoriumxr.com	
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